SAM – INFORMATION TECHNOLOGY

Security and Risk Management Policy


CALIFORNIA SOFTWARE MANAGEMENT POLICY



                                 4846

(New 09/02)

Each agency shall establish and maintain appropriate computer software management practices and ensure that computer software they use and/or have purchased with State funds is legally procured and is used in compliance with licenses, contract terms, and applicable copyright laws.  Each agency shall develop and implement policies and procedures to ensure that all staff understand and adhere to proper software management policies.

SOFTWARE MANAGEMENT PLAN




       

                4846.1

(New 09/02)

To prevent software piracy and promote good software management practices, each agency must maintain a software management program.  Each agency must document this effort through a software management plan.    See SIMM Section 120 for guidelines on the development and maintenance of this plan.   

SOFTWARE MANAGEMENT POLICY REPORTING REQUIREMENTS 
                              4846.2   

(Revised 09/08) 

Beginning January 31, 2004, and ongoing, each agency shall retain internally for three years, by the agency Chief Information Officer, an annual certification along with the summary of updated inventories conducted by the agency as part of its ongoing software management practices. This certification must also identify the individual responsible for ensuring agency compliance with the California Software Management Policy, SAM Section 4846.  In support of this certification, each agency must maintain a detailed inventory report that must be made available upon request to the OCIO and/or the Department of General Services.  See SIMM Sections 80 and 120 for this and any other reporting requirements.
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