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CERTIFICATION OF COMPLIANCE WITH POLICIES                                                                             4832
(Revised 03/11)


The SAM Section 4819.41 specifies that signed certifications of compliance with the state's information technology policies must be included with the transmittal of certain procurement packages to the procurement agency or authority. The required format of the certification is provided in SAM Section 4832, Illustration 1. 

Signature Authority Certifications for procurements of $100,000 or more MUST be signed by the agency director or by a member of agency management specifically designated by the director for this purpose.

 As shown in 4832 Illustration 1, the certification must reference one of the following with respect to the justification and approval of the proposed procurement:


1. If the procurement is the result of a Technology Agency-approved Feasibility Study Report (FSR), the project is currently under development, and the Post-Implementation Evaluation Report (PIER) has not yet been approved, provide the project number, the title, and approval date of the FSR. If the procurement is the result of an agency-approved FSR, provide   the agency project number, the title, and approval date of the FSR.

2. If the procurement is an Interagency agreement to procure services from a consolidated data center in support of multiple projects, it must be certified that: (1) the funding level is appropriate for the nature and scope of the services to be supplied; (2) the services are consistent with approved FSRs and/or PIERs; and (3) project reporting for the various projects is current.

Submission of an FSR to the Technology Agency or to the agency director does not constitute project approval. Approval requires an approval letter from the Technology Agency or, for delegated projects, a document indicating approval by the agency director or the director's designee. 
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SAM – Information Technology 





                        4832 Illustration 1
Certification Requirements

CERTIFICATION OF COMPLIANCE WITH POLICIES

PURSUANT TO SAM SECTIONS 4819.41 AND 4832

I hereby certify that I am the agency director or designee; that the matters described herein are in compliance with the criteria and procedures for information technology prescribed in SAM; any acquisitions of new or enhanced information technology capabilities are consistent with project justification approved by the Department of Finance, myself or my designee; and that the foregoing statements are true to the best of my knowledge and belief.

____________________                       __________________________________________


(Date)   
Signature and Title


(Indicate director or designee)










JUSTIFICATION AND APPROVAL REFERENCE INFORMATION

______     Technology Agency approved FSR         ________________________        ___________________


             Technology Agency Project #    
            Approval Date

______     Agency approved FSR 
             ___________________ 
                ___________________


            Agency Project #    
            Approval Date

______     DMCP 
             ___________________ 
                ___________________


                    DMCP #    
            Approval Date



____________________________________________



Project Title

______     Data Center IAA 
This is an interagency agreement to procure services from a consolidated data center it involves multiple projects, the funding level is appropriate, and the nature and scope of services to be supplied by the data center are consistent with the various approved FSRs and PIERs of this agency, and the required project reporting associated with each active project is current.

INFORMATION TECHNOLOGY ACCESSIBILITY POLICY                                                                    4833 (Reviewed 03/11)


It is the policy of the State of California that information and services within California State Government, and provided via electronic and information technology, be accessible to people with disabilities.   

State agencies must comply with federal and state laws forbidding discrimination against persons with disabilities, including accessibility of their electronic and information technology.  Under existing federal and state laws and policies, state agencies, as well as any contractors working for them, are responsible for ensuring that their agency public Web sites are accessible to both the general public and that their internal agency electronic and information technology systems are accessible by state employees, including persons with disabilities.

California Government Code section 11135 directs that:  “state government entities, in developing, procuring, maintaining, or using electronic or information technology, either indirectly or through the use of state funds by other entities, shall comply with the accessibility requirements of Section 508 of the Rehabilitation Act of 1973, as amended (29 U.S.C. Sec. 794d), and regulations implementing that act as set forth in Part 1194 of Title 36 of the Code of Federal Regulations.” 
Government Code section 11135, in requiring compliance with Section 508, mandates that electronic and information technology (EIT) are accessible to individuals with disabilities, specifically:

· State agencies must develop, procure, maintain, or use electronic and information technology, that employees with disabilities have access to and use of information and data that is comparable to the access and use by employees who are not individuals with disabilities, unless an undue burden would be imposed on the agency.

· Individuals with disabilities, who are members of the public seeking information or services from a state agency, have access to and use of information and data that is comparable to that provided to the public who are not individuals with disabilities, unless an undue burden would be imposed on the agency.

EXCEPTIONS TO ACCESSIBILITY







  4833.1

(Reviewed 03/11)

The following are exceptions which are allowed for compliance with this policy:

1. A state IT project that is for a “national security system” (FAR 39.204(b) and 36 CFR 1194.3(a)).


2. Acquisition of IT for a state project that is “acquired by a contractor incidental to a contract” (FAR 39.204(c) and 36 CFR 1194.3(b)).


3. A state IT project that is “located in spaces frequented only by service personnel for maintenance, repair, or occasional monitoring of equipment (FAR 39.204(d) and 36 CFR 1194.3(f))” in what is called the “back-office” exception.


4. Compliance with this policy would present an “undue burden”.  Undue burden is defined as “a significant difficulty or expense,” considering all agency resources available to the program or component for which the product is being procured.


5. No commercial solution is available to meet the requirements for the IT project that provides for accessibility.


6. No solution is available to meet the requirements for the IT project that does not require a fundamental alteration in the nature of the product or its components.

See SIMM Section 25, IT Accessibility Resource Guide, for additional information.



INFORMATION TECHNOLOGY INFRASTRUCTURE POLICY 


                   4834
(Reviewed 03/11)

Agencies’ Information Technology Infrastructures must enable information sharing across traditional barriers, enhance California's ability to deliver effective and timely services, promote interoperability, support departments and agencies in their efforts to improve government functions, and promote migration to enterprise solutions with reduced complexity and support costs. 
CALIFORNIA SOFTWARE MANAGEMENT POLICY



                                 4846

(Reviewed 03/11)

Each agency shall establish and maintain appropriate computer software management practices and ensure that computer software they use and/or have purchased with State funds is legally procured and is used in compliance with licenses, contract terms, and applicable copyright laws.  Each agency shall develop and implement policies and procedures to ensure that all staff understand and adhere to proper software management policies.

SOFTWARE MANAGEMENT PLAN




       

                4846.1

(Reviewed 03/11)

To prevent software piracy and promote good software management practices, each agency must maintain a software management program.  Each agency must document this effort through a software management plan.    See SIMM Section 120 for guidelines on the development and maintenance of this plan.   

SOFTWARE MANAGEMENT POLICY REPORTING REQUIREMENTS 
                              4846.2   

(Revised 03/11) 

Beginning January 31, 2004, and ongoing, each agency shall retain internally for three years, by the agency Chief Information Officer, an annual certification along with the summary of updated inventories conducted by the agency as part of its ongoing software management practices. This certification must also identify the individual responsible for ensuring agency compliance with the California Software Management Policy, SAM Section 4846.  In support of this certification, each agency must maintain a detailed inventory report that must be made available upon request to the Technology Agency and/or the Department of General Services.  See SIMM Sections 80 and 120 for this and any other reporting requirements.
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