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Policy:  Each state entity shall establish technology recovery training and exercises for personnel involved in 
technology recovery, to ensure availability of skilled staff. The training exercises shall include a crisis 
communication plan, event status reporting requirements, and focused role-based training for managers and system 
administrators.  

Implementation Controls:  NIST SP 800-53: Contingency Planning (CP) 
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