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Policy:  Each entity shall establish and document allowed methods of remote access to its information systems; 
establish usage restrictions and implementation guidance for each allowed remote access method; and monitor the 
information asset for unauthorized remote access. Allowed methods shall comply with the Telework and Remote 
Access Security Standard (SIMM 5360-A).  
 
Implementation Controls:  NIST SP 800-53: Access Control (AC); SIMM 5360-A 
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http://www.cio.ca.gov/Government/IT_Policy/SIMM.html%235300
http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-53r4.pdf%23page=160
http://www.cio.ca.gov/Government/IT_Policy/SIMM.html%235300

