Enterprise-wide Customer Service Platform Phase II

Risk Mitigation and Contingency Plan

As of May 23, 2006

Risk Plan Revision History

	Version
	Revision Date
	Description

	1
	5-9-06
	· Added Risks 10 and 11

· Updated status and contingency plan for Risk 5

	2
	5-23-06
	· Updated action plan for Risk 5

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


	Risk ID:
	1

	Date Identified:
	12/19/05

	Risk Owner:
	Richard Yokoi

	Risk Statement
	The protest of the bid award will significantly delay start of implementation phase. 



	Related Findings
	High probability of a protest because:

1. There will be significant number of bidders.

2. The high cost to create and submit a proposal.

3. Award based on best value, therefore has some subjectivity inherent in the evaluation and scoring methodology.

4. The proposal requires Disabled Veterans Business Enterprise participation that all bidders may not know how to address.

5. The proposal requires completion of complex cost sheets. 

	Risk Severity
	High

	Risk Timeframe:
	Short

	Risk Category:
	Procurement

	Risk Mitigation Response:
	Reduce risk by the following mitigation strategies:



	Risk Mitigation Action Plan:
	1. Bidders Conference to discuss proposal.

2. Continued open dialog with all bidders in order to assist in receiving a compliant bid.

3. Confidential Discussions with all bidders to again assist in receiving a compliant bid.

4. A thorough documentation of our Evaluation and Selection Report detailing each score and how it was determined.

5. Enlist an outside entity to review the Evaluation and Selection Report for clarity.

	Risk Mitigation Status:
	Mitigation – Tracking.  Bidder’s Conference and Confidential Discussions have been completed.

	Contingency Plan:
	


	Risk ID:
	2

	Date Identified:
	12/19/05

	Risk Owner:
	Richard Yokoi

	Risk Statement
	The control agency approval process may delay contract award.

	Related Findings
	Low probability of a delay in receiving control agency approval unless the DGS analysts have conflicting priorities, new analysts are assigned to the project or DGS changes their procedures for reviewing our Evaluation and Selection Report.



	Risk Severity
	Medium

	Risk Timeframe:
	Short 

	Risk Category:
	Procurement

	Risk Mitigation Response:
	Reduce the risk by using the following mitigation strategies:

	Risk Mitigation Action Plan:
	1. Keep in constant communication with DGS regarding our procurement.

2. Develop a clear and thorough Evaluation and Selection Report to streamline the DGS concurrence review of our selection.

3. Quickly respond to any questions DGS may have during their concurrence review.

	Risk Mitigation Status:
	Mitigation – Tracking.  All procurement documents are being reviewed by DGS prior to submission to the bidders.

	Contingency Plan:
	


	Risk ID:
	3

	Date Identified:
	12/19/05

	Risk Owner:
	Krisda Cripe/Christine Wu

	Risk Statement
	Delay of middleware integration preparation will delay the testing phase.

	Related Findings
	From past experience some confusion occurred while trying to gather tasks and timelines from technical staff that makes this risk high impact. Working closely with IT technical team makes the risk probability as medium even with the short timeframe.

	Risk Severity
	High

	Risk Timeframe:
	Short

	Risk Category:
	Technical Deliverable

	Risk Mitigation Response:
	Reduce risk by the following mitigation strategies:



	Risk Mitigation Action Plan:
	1. Work closely with IT technical team to gather tasks and timeline.

2. Create a MS Project schedule to track their tasks and timelines.



	Risk Mitigation Status:
	Mitigated by tracking the progress of the technical tasks and timeline.



	Contingency Plan:
	


	Risk ID:
	4

	Date Identified:
	12/19/05

	Risk Owner:
	Victor Stiles

	Risk Statement
	Vendor doesn’t provide system functionality as expected may delay implementation phase. 

	Related Findings
	Although the system requirements are addressed specifically in the RFP, the implementation strategy is subject to interpretation from the vendor.  

	Risk Severity
	High

	Risk Timeframe:
	Short 

	Risk Category:
	Technical Deliverable

	Risk Mitigation Response:
	Reduce risk by using the following mitigation strategies:

	Risk Mitigation Action Plan:
	1. Conduct demonstration of key system functions prior to contract award.

2. Assemble key business stakeholders and technical support staff to work closely with vendor during discovery/design phase of project.

3. Document all system deliverables during design phase.



	Risk Mitigation Status:
	Planned.

	Contingency Plan:
	


	Risk ID:
	5

	Date Identified:
	12/19/05

	Risk Owner:
	Ernie Boston/Victor Stiles

	Risk Statement
	Final bid cost exceeds existing project budget will likely delay contract award. 



	Related Findings
	A Market Research Request was conducted to determine estimated costs during the FSR phase of the project.  However, the requirements were still at a fairly high level at the time.  It is expected that final costs will be very competitive.

	Risk Severity
	High

	Risk Timeframe:
	Short 

	Risk Category:
	Internal Resources

	Risk Mitigation Response:
	Accept

	Risk Mitigation Action Plan:
	The project costs are being financed over four years to reduce financial impact of increased costs.

	Risk Mitigation Status:
	Only one bid was compliant with all of the RFP requirements. At the bid opening, the bid cost was exorbitant and far exceeded the estimated project costs. The contingency plan has been updated and activated.



	Contingency Plan:
	1. The evaluation team identified costing errors in the single compliant bid to reduce costs.

2. The evaluation team identified strategies to reduce bid costs without changing the requirements.

3. A revised project cost estimate has been provided to FTB’s CFO.




	Risk ID:
	6

	Date Identified:
	12/19/05

	Risk Owner:
	Victor Stiles

	Risk Statement
	Loss of key technical staff may delay project implementation.

	Related Findings
	The risk impact is low because the vendor is responsible for all project deliverables and multiple technical staff from each technical discipline (IVR and ACD) have been assigned to the project.  At this point, none of the staff have indicated that they are looking for another job.

	Risk Severity
	Low

	Risk Timeframe:
	Long

	Risk Category:
	Internal Resources

	Risk Mitigation Response:
	Accept

	Risk Mitigation Action Plan:
	1. All staff supporting the IVR and ACD functions will receive training on the new system.

2. Training will be conducted at the beginning of the project.



	Risk Mitigation Status:
	Contingency plan developed.

	Contingency Plan:
	Hire replacement staff as soon as a vacancy occurs.




	Risk ID:
	7

	Date Identified:
	12/19/05

	Risk Owner:
	Mike Meehan

	Risk Statement
	Reduced technical staff availability due to conflicting priorities may impact project schedule.  

	Related Findings
	The technical staff that support the project are very specialized and are responsible for the current IVR Production System, ACD Administration, and Backend Integration Systems.  The staff are required to handle day to day operations, production problems, and conduct annual changes to the systems for date, legislative, and law changes.  Typically the staff adjust schedules or work extra hours to handle project and operational resource requirements.

	Risk Severity
	Low

	Risk Timeframe:
	Long 

	Risk Category:
	Internal Resources

	Risk Mitigation Response:
	Reduce the risk by using the following mitigation strategies:

	Risk Mitigation Action Plan:
	1. The technical support staff will have an open line of communication with the Project Manager (or designee) throughout the project.

2. The Project Manager (or designee) will communicate conflicting priorities with the Project Sponsor and Steering Committee for direction and resolution.

3. Upon selection of the vendor, evaluate the project/implementation plan for possible scheduling conflicts, as well as conduct regular schedule evaluations.

	Risk Mitigation Status:
	Planned

	Contingency Plan:
	


	Risk ID:
	8

	Date Identified:
	12/19/05

	Risk Owner:
	Pat Pritchard

	Risk Statement
	Lack of available training rooms will delay user training.

	Related Findings
	There may be a lack of available training rooms due to the dismantling of current classrooms for new construction and relocation of staff. Additional new hire training has priority over all other training.

	Risk Severity
	Low

	Risk Timeframe:
	Long 

	Risk Category:
	Internal Resources

	Risk Mitigation Response:
	Reduce the risk by using the following mitigation strategies:

	Risk Mitigation Action Plan:
	1. Schedule rooms as early as they become available.

2. Identify staff to be trained, approximately 1200 staff ranging from Administrators to Agent. 
3. Prepare schedule for different types of training as soon as the training has been identified.
4. Work with the training group to identify future training room complication for possible scheduling.

5. Assure all equipment and connections needed for training at all levels have been identified and reserved for training staff.     

	Risk Mitigation Status:
	Planned.

	Contingency Plan:
	


	Risk ID:
	9

	Date Identified:
	12/19/05

	Risk Owner:
	Ernie Boston

	Risk Statement
	Possible changes in users requirements may delay design phase and increase project cost.

	Related Findings
	This project was approved by Finance as a technology refresh project.  We are replacing obsolete equipment.  While we are expecting many new features/capabilities on a replacement system, these are considered benefits, not requirements of the new system. 

	Risk Severity
	Low

	Risk Timeframe:
	Long 

	Risk Category:
	User

	Risk Mitigation Response:
	Reduce the risk by using the following mitigation strategies:

	Risk Mitigation Action Plan:
	1. If change requests do not affect the schedule or cost then an effort will be made to accommodate the change. 

2. Change requests that do affect the cost or schedule will be differed for resolution after the projected has been completed.

	Risk Mitigation Status:
	Planned

	Contingency Plan:
	


	Risk ID:
	10

	Date Identified:
	5/3/06

	Risk Owner:
	Victor Stiles

	Risk Statement
	Before implementing the project, there is a probability that the CallWise system (CallWise) will fail.



	Related Findings
	CallWise has reached its end-of-life and is no longer being supported by the vendor, except for consultative support. The vendor has notified the FTB that the current PS 3.x PBX software load is not compatible with Callwise. FTB is still running PS 2.2 G in order to sustain Callwise. The PBX software load must be upgraded to the latest release as part of the implementation of the new platform.



	Risk Severity
	High

	Risk Timeframe:
	Long 

	Risk Category:
	Existing system (Technical performance)

	Risk Mitigation Response:
	Reduce risk by using the following mitigation strategies:

	Risk Mitigation Action Plan:
	1. The PBX vendor has agreed to continue to provide maintenance support on software load PS 2.2G.

2. The call center administrators are limiting access to CallWise in order to maximize its efficiency.

3. The vendor has agreed to continue to provide consultative support to resolve issues that arise.

4. The purchase of a development PBX is being pursued in order to conduct testing on the latest PBX software load without affecting the production PBX.


	Risk Mitigation Status:
	Planned.

	Contingency Plan:
	


	Risk ID:
	11

	Date Identified:
	5/3/06

	Risk Owner:
	Marion Hughes

	Risk Statement
	Before implementing the project, there is a possibility that the IVR system will fail.



	Related Findings
	The IVR system has reached its end of life and can no longer receive any patches or additions to the system files. There have been recent issues with the IVR hardware and recording equipment. At the end of April 2006, the IVR Development server failed. The IVR team had to call a vendor to replace the faulty drives.



	Risk Severity
	High

	Risk Timeframe:
	Long 

	Risk Category:
	Existing system (Technical performance)

	Risk Mitigation Response:
	Reduce risk by using the following mitigation strategies:

	Risk Mitigation Action Plan:
	1. IVR services will continue to receive automated alerts 24x7 to ensure critical issues are discovered and responded to immediately.  

2. IVR services will continue to keep a 24x7 maintenance contract valid with a vendor who has experience with the system to troubleshoot and resolve issues.
3. IVR services will not add any more applications that cause changes to system files that could further put the IVR System at risk. Although, let it be noted that there is a recent request on the table to possibly add an IVR Ready Return application which may require a change to the system files. 
4. IVR services will proceed cautiously as directed with all the above preventative measures, the IVR system is still at risk of failure and may become unavailable for an unknown period.


	Risk Mitigation Status:
	Planned.

	Contingency Plan:
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